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Abstract 

This systematic review examines application modernization strategies through the lens 

of modular and service-oriented design principles, exploring their effectiveness in 

contemporary software development. As organizations face the challenges of 

transitioning from legacy systems to more agile, scalable architectures, modernizing 

with modularization and service decomposition has emerged as a key strategy. The 

review synthesizes findings across a range of industries, including finance, healthcare, 

and government, identifying common modernization approaches such as rehosting, 

replatforming, and refactoring. It emphasizes the role of service-oriented architecture 

(SOA) and microservices in achieving greater system agility, scalability, and 

maintainability. The paper also discusses the evolving frameworks and models used 

in these transformations, such as the Strangler Fig Pattern and Gartner's Pace Layered 

Strategy, which facilitate the gradual evolution of legacy systems into modern 

platforms. The review offers practical implications for software developers, architects, 

and enterprise IT planners, suggesting avenues for future research, including the 

integration of artificial intelligence, domain-driven design, and cloud-native 

transformations in application modernization. 
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1. Introduction 

1.1 Background and Context 

Application modernization refers to the process of updating and transforming legacy software systems to align with current 

technological standards and business requirements. It typically involves the reengineering of monolithic applications into more 

flexible and scalable systems through contemporary practices like modular design and service orientation [1]. This transformation 

is increasingly critical in today’s digital economy, where agility, resilience, and interoperability are essential for sustained 

competitiveness. Legacy applications, often burdened by rigid architectures and outdated technologies, struggle to meet the 

demands of dynamic markets, making modernization a strategic priority for organizations across industries [2, 3]. 

One of the primary drivers of modernization is the need for enhanced agility in software development and deployment cycles. 

Traditional systems often lack the modularity required to support rapid updates, integration of new features, or seamless 

adaptation to changing business processes. 
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Moreover, the growing complexity of enterprise 

environments—characterized by hybrid infrastructures, 

cloud services, and distributed user bases—necessitates a 

shift toward more loosely coupled and independently 

deployable components. In this context, modular and service-

oriented design principles offer a pathway for decomposing 

monolithic systems into manageable, scalable services that 

can evolve in tandem with organizational needs [4, 5]. 

The relevance of application modernization extends beyond 

technical considerations to include broader business impacts. 

Modernized applications can reduce operational costs, 

improve user experiences, and increase the pace of 

innovation [6]. In sectors such as finance, healthcare, and 

public administration, where regulatory compliance, security, 

and uptime are paramount, modernization efforts also help 

ensure continued service delivery and risk mitigation. With 

the rising adoption of cloud-native technologies, 

containerization, and DevOps practices, application 

modernization is no longer optional but a critical enabler of 

digital transformation strategies in enterprises worldwide [7, 

8]. 

 

1.2 Research objectives and scope 

The primary objective of this systematic review is to explore, 

synthesize, and evaluate the diverse strategies employed in 

application modernization that leverage modular and service-

oriented design principles. It aims to provide a 

comprehensive understanding of how these design paradigms 

contribute to the reengineering of legacy systems and their 

integration into modern, scalable infrastructures. By 

examining existing literature, case studies, and industry 

frameworks, the review seeks to clarify the architectural, 

operational, and strategic dimensions of modernization 

efforts and highlight best practices that can inform future 

implementations. 

To guide this inquiry, the research is framed by several key 

questions: What are the predominant strategies for 

application modernization utilizing modular and service-

oriented approaches? How have these strategies been 

implemented across different industries, and what outcomes 

have they produced? What tools, frameworks, or 

methodologies are most commonly employed in these 

modernization efforts? The review also seeks to identify the 

barriers to successful modernization and evaluate how 

different design principles mitigate or exacerbate these 

challenges. Through this lens, the study not only catalogs 

current practices but also evaluates their effectiveness and 

transferability across domains. 

The scope of the review is deliberately structured to 

encompass a diverse yet focused range of modernization 

strategies. It includes technologies and practices developed 

reflecting the rise of cloud computing, container 

orchestration, and microservices architecture. The review 

spans multiple sectors—such as finance, healthcare, 

manufacturing, and government—to capture the cross-

industry applicability of the identified strategies. 

Methodologically, the review incorporates peer-reviewed 

academic literature, industry white papers, and technical 

reports published within the last 15 years to ensure both 

scholarly rigor and practical relevance. This broad but 

bounded scope enables a holistic exploration of the field 

while maintaining a clear analytical focus [9, 10]. 

 

 

2. Theoretical foundations and design principles 

2.1 Modular design principles 

Modular design refers to the architectural practice of dividing 

a software system into distinct, self-contained components, 

or modules, that encapsulate specific functionality. This 

approach is deeply rooted in software engineering theory, 

drawing from principles such as separation of concerns, 

cohesion, and abstraction. Each module operates 

independently and communicates with other parts of the 

system through well-defined interfaces, thereby minimizing 

interdependencies. This structure allows developers to make 

changes to one module without adversely affecting the entire 

system, which is essential for large-scale application 

development and long-term maintenance [11, 12]. 

One of the key advantages of modular design is its 

contribution to reusability. Because modules are designed to 

function independently, they can often be repurposed across 

different applications or within multiple components of the 

same system. This not only accelerates development time but 

also reduces redundancy and increases consistency in 

implementation. Furthermore, modularity supports better 

testing practices, as individual modules can be unit tested in 

isolation, leading to higher code quality and faster debugging 
[13, 14]. 

Maintainability is another significant benefit of modular 

architectures. When software is organized into manageable 

units, updates and upgrades become less risky and more 

straightforward. Encapsulation ensures that internal changes 

within a module do not ripple through the system, preserving 

overall stability. Moreover, modular design promotes 

collaboration in large development teams by enabling parallel 

workstreams; different teams can develop or maintain 

separate modules without the need for constant coordination. 

In the context of application modernization, modular design 

lays the groundwork for a smoother transition from 

monolithic to more agile and scalable architectures [15]. 

 

2.2 Service-Oriented Architecture (SOA) and 

Microservices 

Service-oriented architecture emerged in the early 2000s as a 

solution to the limitations of monolithic systems. It 

introduced the concept of designing software as a collection 

of interoperable services, each representing a business 

function and communicating via standard protocols. The 

central tenet of SOA is loose coupling—services operate 

independently and are bound only through contract-based 

interactions, typically using XML and SOAP over HTTP. 

This design allows organizations to integrate legacy and new 

systems more efficiently, facilitating gradual modernization 

rather than wholesale replacement [16]. 

Over time, microservices evolved as a more granular and 

flexible interpretation of SOA, responding to the increasing 

demand for rapid scalability and cloud-native deployment. 

Unlike SOA, which often involves centralized governance 

and heavyweight middleware, microservices favor 

decentralized control and lightweight communication 

mechanisms, such as RESTful APIs and message queues [17]. 

Each microservice is designed to perform a single function 

and can be independently deployed, scaled, or updated. This 

autonomy enhances fault isolation and resilience, especially 

in distributed systems where uptime and performance are 

critical [15, 18]. 
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The transition from SOA to microservices underscores a 

broader shift toward greater modularity and agility in 

application design. While both paradigms aim to decompose 

complex systems, microservices place a stronger emphasis on 

continuous delivery, DevOps alignment, and cloud 

integration. They are well-suited for containerization 

platforms like Docker and orchestration tools such as 

Kubernetes. These characteristics make microservices a 

foundational component in many modernization strategies, 

enabling enterprises to incrementally re-architect systems 

while maintaining operational continuity [19, 20]. 

 

2.3 Modernization frameworks and models 

Application modernization strategies often rely on 

established frameworks and models that provide structured 

guidance for transforming legacy systems. One widely 

recognized model is the Strangler Fig Pattern, which 

advocates for the gradual replacement of monolithic 

components with modular services. Named after the fig tree 

that grows around its host, this pattern allows developers to 

build new functionality around an existing system, rerouting 

traffic to new services while slowly deprecating legacy 

elements. This approach minimizes risk and downtime, 

making it ideal for mission-critical systems that require 

continuous operation [21, 22]. 

Another influential model is Gartner’s Pace-Layered 

Application Strategy, which categorizes applications into 

three layers: systems of record, systems of differentiation, 

and systems of innovation. This stratification helps 

organizations determine which parts of their IT estate require 

stability versus adaptability. Modular and service-oriented 

principles are applied differently across layers—core systems 

may benefit from careful modularization, while outer layers 

may adopt microservices and continuous integration 

practices to foster rapid innovation. The model offers a 

roadmap for aligning business priorities with technological 

transformation [23, 24]. 

Several other frameworks, such as the 6Rs of migration 

(Rehost, Replatform, Refactor, Rearchitect, Rebuild, 

Replace), further aid in decision-making during 

modernization efforts. These models integrate both modular 

and service-oriented thinking by mapping modernization 

objectives to actionable paths. For example, refactoring often 

involves breaking down legacy code into modular units, 

while rearchitecting may entail full-scale service 

decomposition. By leveraging these frameworks, 

organizations can systematically plan and execute 

modernization projects that balance risk, cost, and strategic 

value [25, 26]. 

 

3. Systematic review methodology 

3.1 Research design and protocol 

This systematic review employed the PRISMA (Preferred 

Reporting Items for Systematic Reviews and Meta-Analyses) 

methodology to ensure a structured and transparent research 

process. PRISMA provides a four-phase flow diagram that 

includes identification, screening, eligibility, and inclusion, 

which was used to guide the literature selection process. The 

inclusion criteria focused on peer-reviewed articles, 

conference proceedings, and white papers that address 

application modernization strategies involving modular and 

service-oriented design. Studies had to be available in 

English and relate specifically to real-world case studies, 

methodologies, or frameworks used in modernizing legacy 

applications [27, 28]. 

To ensure comprehensive coverage, multiple academic 

databases were searched, including IEEE Xplore, ACM 

Digital Library, ScienceDirect, and SpringerLink. Keywords 

such as "application modernization," "modular architecture," 

"microservices," "SOA," and "software reengineering" were 

used in varying combinations. Grey literature, such as 

technical reports and industry whitepapers, was also 

reviewed to include relevant industry practices. Articles 

lacking clear methodological transparency or relevance to the 

topic were excluded during the initial screening [29, 30]. 

Duplicate entries were removed before the abstract and title 

screening. Two independent reviewers evaluated each 

publication against the predefined eligibility criteria to 

minimize bias. Disagreements were resolved through 

discussion or, when necessary, through a third-party 

adjudicator. A total of 85 articles were deemed eligible after 

full-text review. The review protocol ensured that only 

studies with clear contributions to application modernization, 

grounded in modular and service-oriented practices, were 

included for synthesis in the subsequent analysis stages [29, 31]. 

 

3.2 Data extraction and analysis 

Following the identification of eligible studies, a structured 

data extraction form was developed to capture key 

information, including publication year, methodology, sector 

of application, modernization strategies employed, and 

observed outcomes. This standardized form helped ensure 

consistency and reproducibility in data collection. Each paper 

was carefully read, and relevant information was entered into 

a shared database for synthesis. Studies were then grouped 

according to thematic relevance—such as modular 

refactoring, migration to microservices, and hybrid 

strategies—allowing for a more coherent analysis of findings. 

A qualitative synthesis approach was adopted, using thematic 

coding to identify recurring patterns and emerging trends 

across the reviewed literature. Thematic coding involved the 

systematic classification of text into predefined and emergent 

categories, enabling the identification of dominant concepts 

such as design decoupling, agile enablement, and phased 

migration. Tools like NVivo were used to facilitate the 

coding process and support the identification of cross-study 

relationships. 

The final analysis synthesized insights from academic and 

industry perspectives, presenting a comprehensive overview 

of the state of application modernization. Particular attention 

was given to common enablers and inhibitors of 

modernization efforts, contextual factors influencing strategy 

selection, and the outcomes associated with different 

modernization paths. This stage of analysis provided a 

nuanced understanding of the practical and theoretical 

considerations shaping modernization strategies based on 

modular and service-oriented design [32, 33]. 

 

3.3 Quality assessment and limitations 

To ensure the reliability of the synthesis, quality assessment 

tools such as the Critical Appraisal Skills Programme 

(CASP) and the Mixed Methods Appraisal Tool (MMAT) 

were employed. These tools helped evaluate the 

methodological rigor of each included study, considering 

criteria such as clarity of research questions, appropriateness 

of methodology, robustness of data collection and analysis 

techniques, and relevance to the review’s objectives. Each 

study was scored and ranked according to these benchmarks, 
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with only those meeting medium to high-quality thresholds 

retained for the final analysis [32, 34]. 

Despite these measures, certain limitations affected the 

comprehensiveness of the review. First, the review was 

limited to English-language publications, potentially 

excluding high-quality work published in other languages. 

Second, the dynamic nature of technology trends means that 

emerging practices might not yet be fully represented in the 

academic literature. In addition, industry-specific studies 

with proprietary implementations often lack methodological 

transparency, limiting their comparability with academic 

research [35, 36]. 

Another potential source of bias stems from publication 

selection. Although multiple databases were used, some 

relevant studies may have been overlooked due to variations 

in indexing or keyword usage. Finally, while qualitative 

synthesis provides deep insights, it may also introduce 

subjectivity in thematic coding. These limitations are 

acknowledged and accounted for in the interpretation of 

findings. Future research could benefit from incorporating 

longitudinal studies and more diverse linguistic and regional 

sources to build on the current review [37, 38]. 

 

4. Key findings and synthesis of strategies 

4.1 Common application modernization approaches 

The review revealed three predominant application 

modernization strategies widely adopted across industries: 

rehosting, replatforming, and refactoring. Rehosting, often 

referred to as “lift and shift,” involves migrating applications 

from on-premises infrastructure to the cloud with minimal or 

no code changes. This approach offers a quick path to 

modernization with relatively low risk and cost, making it 

ideal for organizations seeking immediate infrastructure 

scalability. However, it often retains the limitations of the 

legacy system's architecture, limiting long-term gains in 

flexibility and agility. 

Replatforming represents an intermediary strategy wherein 

minor modifications are made to optimize an application for 

a new platform, such as replacing middleware or 

reconfiguring databases. It strikes a balance between risk, 

cost, and functional improvement, offering enhanced 

performance without a complete architectural overhaul. 

Refactoring, by contrast, involves restructuring and re-

architecting code to align with modern design paradigms. 

Though more resource-intensive, refactoring provides the 

greatest benefits in terms of long-term system agility, 

maintainability, and future-proofing. 

These strategies are not mutually exclusive and are often 

combined within phased modernization roadmaps. For 

example, organizations may first rehost to gain cloud-based 

benefits quickly, then incrementally replatform and refactor 

components to maximize value over time. Decision-making 

regarding which approach to pursue is typically influenced 

by factors such as system complexity, business criticality, 

budget constraints, and time-to-market pressures. The 

selection of a specific strategy also hinges on organizational 

maturity and readiness to adopt newer architectural models 

such as modular and service-oriented systems [39]. 

 

4.2 Impact of modular and service-oriented design 

Modular and service-oriented design principles have 

significantly enhanced the effectiveness of modernization 

initiatives. The modularization of legacy monoliths into 

discrete, self-contained units allows for independent 

development, testing, and deployment, greatly improving 

organizational agility. Each module can be managed by 

dedicated teams, enabling parallel workstreams and faster 

delivery cycles without creating dependencies that might 

introduce regressions. Encapsulation within modules also 

enhances code maintainability and testability, allowing teams 

to isolate faults and improve long-term reliability. 

Service-oriented design, particularly through microservices, 

extends the benefits of modularity by promoting decoupled 

service contracts and the use of APIs for inter-service 

communication. This architecture has been shown to improve 

scalability, as individual services can be scaled horizontally 

based on demand. Additionally, this approach enhances fault 

isolation, making it easier to update or replace services 

without affecting the broader system. Teams gain autonomy 

in technology stack choices and deployment schedules, 

further accelerating innovation and reducing coordination 

overhead [40]. 

Empirical studies within the reviewed literature confirm that 

organizations adopting modular and service-oriented 

architectures report higher rates of successful modernization 

outcomes. These include shorter release cycles, reduced 

mean time to recovery (MTTR), and improved 

responsiveness to market demands. Moreover, these 

architectures facilitate the incorporation of modern DevOps 

practices and cloud-native tools, such as containerization and 

orchestration, which are essential for sustaining 

modernization momentum. However, these benefits are 

contingent on disciplined governance, service lifecycle 

management, and robust design documentation [41]. 

 

4.3 Comparative analysis across industries 

The effectiveness and implementation of modernization 

strategies exhibit both convergence and divergence across 

industries. In the financial sector, refactoring toward 

microservices and containerized environments is prevalent, 

driven by stringent regulatory requirements, the need for 

transactional consistency, and real-time data processing. 

Financial institutions frequently adopt modular architectures 

to separate core banking functions from customer-facing 

applications, enabling innovation while safeguarding 

mission-critical systems. 

In healthcare, modernization efforts are shaped by 

interoperability mandates, data privacy concerns, and legacy 

system entrenchment. Replatforming and modular 

integration are often preferred due to the sensitivity and 

criticality of clinical systems. The use of service-oriented 

designs allows healthcare providers to incrementally 

modernize electronic health record systems and integrate 

third-party tools without compromising regulatory 

compliance. Microservices are selectively applied to support 

non-critical functionalities like patient scheduling or 

telehealth portals. 

Government agencies tend to favor rehosting and 

replatforming strategies due to budget constraints and risk 

aversion. However, recent digital transformation agendas 

have prompted more agencies to explore service 

decomposition, particularly for citizen-facing services and 

cloud migration. Across all sectors, the trend is a gradual shift 

toward hybrid modernization strategies that blend quick wins 

with long-term architectural refactoring. This sector-specific 

insight underscores the need for tailoring modernization 

strategies based on contextual constraints and strategic 

objectives, rather than adopting a one-size-fits-all model. 
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5. Conclusion and future directions 

This systematic review has examined the evolution and 

effectiveness of application modernization strategies 

grounded in modular and service-oriented design principles. 

The analysis highlighted that organizations increasingly rely 

on a combination of rehosting, replatforming, and refactoring 

approaches to modernize legacy systems. Among these, 

strategies rooted in modularization and service 

decomposition offer superior outcomes in terms of agility, 

scalability, maintainability, and long-term sustainability. 

These design philosophies facilitate clearer system 

architecture, greater developer autonomy, and more reliable 

deployments, especially when integrated with modern 

DevOps practices. 

The review further established that the move from tightly 

coupled monoliths to loosely coupled modules or services is 

a central tenet in successful modernization efforts. This shift 

enables independent system components to evolve at 

different paces, aligns with rapid business needs, and reduces 

system-wide risk during change. While implementation 

complexities remain, particularly in large-scale enterprises, 

the evidence strongly supports the adoption of modular and 

service-oriented strategies as foundational for future-proof 

software architectures. 

Cross-sectoral comparisons revealed nuanced 

implementation patterns influenced by regulatory demands, 

system criticality, and resource constraints. Finance and 

healthcare sectors show a marked inclination towards 

microservices and modular integration, while public 

institutions are embracing gradual replatforming to preserve 

operational continuity. Overall, the findings underscore a 

consensus that modernization, when aligned with sound 

architectural principles, is not only achievable but also 

essential to maintaining technological competitiveness in 

dynamic environments. 

The findings offer several practical implications for software 

developers, system architects, and enterprise IT leaders 

engaged in modernization initiatives. For developers, the 

shift towards modular and service-based architectures 

necessitates a stronger focus on abstraction, interface design, 

and the principles of encapsulation. They must also develop 

proficiency with technologies that support distributed 

systems, such as service orchestration tools and containerized 

deployment environments. This shift in skillsets is essential 

to leverage the flexibility and scalability these architectures 

provide fully. 

From an architectural standpoint, the review emphasizes the 

need for intentional, strategic decomposition of systems 

based on business capabilities. Enterprise architects must 

guide teams to avoid creating distributed monoliths by 

enforcing clean module boundaries, standardized 

communication protocols, and robust service registries. They 

also bear responsibility for aligning modernization roadmaps 

with organizational goals, resource availability, and technical 

debt management. Governance, version control, and system 

observability must be incorporated into architecture 

frameworks from the outset to ensure long-term 

maintainability. 

For IT leaders and enterprise planners, modernization must 

be approached as a continuous transformation rather than a 

one-time project. The integration of modular and service-

oriented thinking should be embedded in digital 

transformation strategies, funding models, and talent 

development programs. Organizations must also anticipate 

the cultural shifts required—such as adopting agile 

workflows, promoting cross-functional collaboration, and 

enabling decentralized decision-making. Overall, the 

research supports the view that a robust modernization 

strategy, grounded in well-understood architectural 

principles, is critical to sustaining digital innovation and 

resilience. 

While this review has consolidated current knowledge on 

application modernization using modular and service-

oriented designs, several promising areas warrant deeper 

exploration. One such area is the application of artificial 

intelligence to modernization processes. AI could assist in 

automated code refactoring, dependency mapping, and 

impact analysis, thereby reducing manual effort and 

improving accuracy in transformation projects. Further 

empirical research is needed to assess the maturity and 

effectiveness of AI-driven modernization tools in production 

environments. 

Another emerging domain is the integration of domain-driven 

design (DDD) with modular and service-oriented 

architectures. DDD principles can help teams align software 

structure with business capabilities, leading to more 

meaningful service boundaries and better encapsulation of 

domain logic. Future studies could examine how DDD 

practices intersect with modernization strategies across 

different sectors, especially in complex, legacy-heavy 

organizations. 

Cloud-native modernization also presents fertile ground for 

research. As organizations shift from legacy hosting models 

to dynamic, cloud-native architectures, questions arise about 

how best to optimize for elasticity, observability, and 

continuous delivery. Investigating patterns that combine 

modular decomposition with platform-agnostic service 

delivery could offer valuable insights. Additionally, 

comparative case studies, longitudinal tracking of 

modernization journeys, and metrics-based evaluations 

would enrich the evidence base for strategic decision-making 

in this evolving field. 
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