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Abstract 
This study reviews existing literature on the revolutionary effects of blockchain and 
artificial intelligence (AI) on audit quality, specifically focusing on transparency, 
efficiency, and fraud detection. By integrating Stakeholder-Centric, Organizational, 
and Technology Adoption theories, this research offers a framework for understanding 
how these technologies reshape stakeholder trust. We emphasize blockchain’s 
immutable nature, providing a permanent, unchangeable record, and smart contracts 
as key drivers of transparency that reduce agency costs. Simultaneously, AI-driven 
analytics are shown to enhance audit accuracy through real-time anomaly detection. 
However, the review identifies significant barriers, including the technical difficulty 
of integrating blockchain with legacy systems and regulatory ambiguity. The findings 
reveal a readiness gap in the profession, where technological potential is hindered by 
organizational resistance and high implementation costs. This review concludes by 
identifying critical areas for future research, particularly the long-term impact of these 
technologies on auditors' professional judgment and the ethical implications of 
automated decision-making.
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Introduction 

The widespread adoption of evolving technologies has potentials to make businesses more effective and efficient. Companies 

have made significant investments in the adoption of new technologies like blockchain, artificial intelligence (AI), big data, the 

Internet of Things (IoT), and cloud computing (Han et al., 2023) [19]. Technology has wide-ranging implications for data 

processing, transmission, storage, and security (Gross et al., 2017) [18] and has the potential to create a new ecosystem for the 

handling of accounting information (Dai and Vasarhelyi 2017; Kokina & Davenport 2017)  [10, 23]. Presumably, this is why 

accounting and subsequently auditing would be one of the first applications of blockchain (Georgiou, Sapuric, Lois 2024) [17]. 

With blockchain’s evolving use, innovators are finding more opportunities to create value and enhance trust by combining 

blockchain with other technology forms, notably AI, IoT, or cloud computing. These innovations specifically provide the 

foundation for an “Internet of value” that will fundamentally reshape society and its business (Tapscott and Euchner, 2019)  [30]. 

This paper presents literature on blockchain technology, focusing on its potential impact on financial reporting and audit quality 

through the perspectives of both investors and auditors. Additionally, it provides recommendations on various scenarios in which 

auditors can leverage blockchain and AI to enhance the quality and reliability of evidence, thereby strengthening their audit 

opinions (Rozario & Vasarhelyi, 2018) [27]. 

 

2. Theoretical foundations underpinning blockchain and AI 

This review interprets prior findings using Stakeholder-Centric, Organizational, and Technology Adoption theories so that the 

adoption of blockchain and AI can be better understood and embraced. By integrating these theories, we can see that blockchain
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and AI are not just technical tools, but solutions to deep-

seated issues like information asymmetry and managerial 

discretion. 

 

2.1. Stakeholder-Centric Theories 

Stakeholder theory (Freeman, 1984) [15] emphasizes the need 

for organizations to balance the interests of various 

stakeholders11. This theory provides a lens to understand the 

transformative role of blockchain in improving trust and 

transparency among stakeholders. By offering immutable 

records, meaning data that is permanent and cannot be 

changed or deleted once recorded, blockchain can reduce 

information asymmetry and foster trust between auditors, 

managers, and investors (Ferri et al., 2021) [14]. Furthermore, 

blockchain-enabled triple-entry accounting systems create an 

inclusive environment where all parties have access to 

accurate and verifiable information (Cai, 2021) [8]. 

Agency theory (Jensen & Meckling, 1976) [22] highlights the 

conflicts of interest between principals (shareholders) and 

agents (managers). Blockchain addresses agency problems 

by reducing the need for intermediaries and providing a 

transparent record of transactions, thus minimizing agency 

costs. Smart contracts, which are digital agreements that 

execute predefined criteria automatically, also mitigate the 

risk of opportunistic behaviors by ensuring compliance in 

real-time (Rozario & Thomas, 2019) [27]. These technologies 

align with agency theory by enhancing accountability and 

reducing managerial discretion over financial reporting. 

 

2.2. Organizational and Strategic Theories 

Institutional theory, particularly the concept of institutional 

isomorphism (DiMaggio & Powell, 1983) [12], explains how 

organizations adopt similar practices to gain legitimacy in 

response to external pressures. Blockchain adoption in 

auditing is an example of coercive and mimetic isomorphism, 

as firms respond to regulatory demands and imitate industry 

leaders to maintain competitiveness and legitimacy (Schmitz 

& Leoni, 2019) [28]. This reflects the need for organizations to 

conform to technological advancements to remain relevant 

and credible (Garanina et al., 2022) [16]. 

The Resource-Based View (RBV) posits that firms gain a 

competitive advantage by leveraging unique resources and 

capabilities (Barney, 1991) [7]. Blockchain and AI can be seen 

as strategic resources that enable organizations to achieve 

superior audit quality and operational efficiency. For 

example, AI-enhanced data analytics improves auditors' 

ability to detect anomalies and reduce errors (Raschke et al., 

2018) [26], while blockchain provides a robust infrastructure 

for secure record-keeping (Rozario & Vasarhelyi, 2018) [27]. 

The adoption of these technologies allows firms to 

differentiate their services and create value. 

 

2.3. Technology Adoption Theories 

The Technology Acceptance Model (TAM) suggests that 

perceived usefulness and ease of use are key factors 

influencing technology acceptance (Davis, 1989) [11]. Studies 

like those by Li and Juma’h (2022) [24] explore how auditors’ 

acceptance of blockchain is shaped by perceived benefits like 

enhanced transparency. Similarly, the diffusion of 

innovations theory (Rogers, 1962) explains how new 

technologies spread within organizations. Early adopters 

such as the Big 4 accounting firms set the trend, but 

organizational resistance to change can hinder the diffusion, 

emphasizing the need for clear communication of its 

advantages (Appelbaum et al., 2022) [6]. 

 

3. Synthesis of blockchain and AI in auditing 

The adoption of AI and blockchain is transforming audit 

practices by improving data accuracy, detection efficiency, 

and operational robustness. Blockchain and AI together 

create a synergistic framework that enables real-time, data-

driven insights (Sun et al., 2021) [29]. 

 

3.1. Efficiency and Fraud Prevention 

Blockchain’s smart contracts have gained recognition for 

their potential to streamline audit processes by automating 

routine tasks. Rozario and Thomas (2019) [27] describe how 

smart contracts can replace manual, repetitive auditing steps, 

thus reducing errors and enhancing process efficiency. 

Furthermore, blockchain’s unique characteristics make it a 

valuable tool for preventing fraud. Its immutable ledger 

prevents fraudulent manipulation of financial records, 

thereby enhancing audit reliability. Dunn et al. (2021) [13] 

emphasize that blockchain’s transparency is particularly 

useful in auditing digital assets like Bitcoin, as it provides an 

irrefutable audit trail. 

 

3.2. Emerging Trends 

Research is continually evolving, with topics such as triple-

entry accounting and AI's role in fraud detection highlighting 

ongoing technological shifts (Cai, 2021; Georgiou et al., 

2024) [8, 17]. Cai (2021) [8] examines the development of triple-

entry accounting, a blockchain-based system that could 

redefine the financial reporting landscape. Additionally, 

emerging topics include blockchain’s applicability to 

cryptocurrency auditing, which remains underexplored 

(Georgiou et al., 2024) [17]. 

 

3.3. The Research Gap 

While existing literature thoroughly explores the individual 

capabilities of blockchain and AI, there are three critical gaps 

that remain underexplored. First, there is a lack of empirical 

evidence regarding the “hypocrisy gap,” the disconnect 

between a firm’s public Corporate Social Responsibility 

(CSR) disclosures and its actual internal accounting 

practices. While blockchain is praised for transparency, few 

studies investigate whether firms use this technology to truly 

align their ESG reporting with their financial reality or 

merely as a tool for greenwashing. 

Second, the long-term impact on professional judgment 

remains an underexplored. Most research focuses on 

immediate efficiency gains and fraud detection. However, we 

do not yet understand if over-reliance on AI-driven analytics 

leads to algorithmic bias or the erosion of an auditor’s 

professional skepticism. If the machine flags an anomaly, 

will the auditor still perform the deep, qualitative 

investigation required by traditional standards? 

 

4. Challenges and practical implications 

Despite blockchain’s potential, numerous challenges hinder 

its widespread adoption. A major obstacle is aligning these 

technologies with existing legacy systems, which is often 

complex and resource-intensive. High implementation costs, 

a lack of technical expertise, and interoperability issues, 

referring to the difficulty of different systems and software 

platforms to communicate and share data seamlessly, further 

contribute to delays in adoption (Rozario & Thomas, 2019; 

Tanaraj et al., 2023) [27]. 
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4.1. Regulatory and Organizational Barriers 

Regulatory concerns also play a pivotal role, as the adoption 

of blockchain and AI outpaces the development of clear 

frameworks. Issues such as data privacy, cybersecurity risks, 

and the ethical implications of AI decision-making highlight 

the need for updated regulations to ensure accountability. 

Organizations should conduct a thorough cost-benefit 

analysis to evaluate the return on investment, balancing high 

upfront costs with long-term efficiency gains (Pal et al., 

2024). 

 

4.2. Recommendations for Implementation 

To overcome adoption barriers, firms may use strategic 

approaches like pilot projects, which are small-scale trial runs 

or experimental tests used to demonstrate the value of the 

tools while managing risks associated with large-scale 

adoption (Rozario & Thomas, 2019) [27]. Effective adoption 

also requires significant investments in training and expertise 

development. Collaboration with technology experts can help 

bridge the technical knowledge gap, ensuring organizations 

can unlock the potential of blockchain and AI (Akter et al., 

2024) [3]. 
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